IN PRACTICE

Leveling the Playing Field

What to watch out for in standard ERP contracts

BY MIKE MUCHA

npreparation for an enterprise

resource planning (ERP)

project, governments spend

months developing arequest for

proposals (RFP) with carefully
worded questions, writing detailed
requirements, reviewing proposals, and
interviewing potential consultants.
Afterall of this, a selection is made
toaward a contract to the “best” ERP
vendor or vendors providing software,
implementation services, project
management, training, and more,
along with promises of efficiencies,
best practices, and transformation
intoamodern organization. So, despite
thislevel of due diligence and focus
onfindingtheright vendor, why do so
many projects end up failing to deliver
on expectations, exceeding budget, or
blowing past deadlines for completion?

Aswediscussed in the February 2024
issue of GFR, governments can be at
fault. Some governments don't have a
project vision, don't understand project
management, lack proper governance,
struggle with decision making,
underestimate therole of change
management, or let vendors fail to hold
other vendors accountable for poor
performance. Buteven the most prepared
governments can beleft thinking: Are
allERP implementation projects this
difficult? How did we end up with a
vendor thatis this bad? Did we make the
wrong choice? Did our selected vendor
misrepresent their qualifications?

The truthis thatmost governments
probably askthemselves all these
thoughts from time to time. Most projects
canrecover from rough periods. For those
thatrunintomore significantissues,
though, or those with smallissues that
quickly turn to big ones and then send the
projectintoatailspin, there seemtobea
few common sources of aggravation. In
some cases, even vendors with the best
of intentions run into bad luck. In others,
governments and vendorsrunintoreal
conflicts and rely on their contractand
the details of the statement of work to sort
outresponsibility and a path forward.
Thisis where governments often run into
major problems.

Inmany cases, “industry standard”
contracting terms or practices are
stacked againstgovernments—which
isnotall that surprising. Vendors
are aware that these projectsinvolve
risk, and their templates for master
agreements and statements of work
attempt to shift burden of thatrisk
tothe government while shielding
their own liability. Unfortunately,
regardless of what your salesperson
tries to get you to believe, ERP vendors
and governments are not fully aligned
on project success, and this becomes
perfectly clear when issues arise.

With alimited number of vendors in
the marketand huge barriers to entry
fornew providers, vendors can brazenly
pushbackagainst public procurement
best practices, and they've been able to
use their experience and governments’
generalimmaturity in modern cloud
software contract standards and
implementation requirements to
create quite the slanted playing field.
Insome cases, standard terms in the
industry have even beenrolled back.
For example, ten years ago, most ERP
vendors would agree to limitation of
liability language that set aliability
cap attwo times the total value of fees
in a contract. Now, despite a cloud
model where more riskis transferred
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to the vendor, the most common
liability cap is setat one times the fees
paid over the previous 12 months—a
significant decrease. When governments
agree toavendor’s standard terms
withoutreading them or are unable to
foresee the implications of complex
language written to protectinterests
of the vendor, they put their projectin
atough position for resolving disputes
without facing costly change orders.
Butgovernments don't have to
face thisbattle alone or start fresh,
trying to overcome an industry with a
multiple-year head startin developing
one-sided contracts. GFOA's Research
and Consulting Center has assisted
more than 600 local governments with
ERP procurement and implementation
over thelast 20 years and has collected
information on trends in the market.
Asanadvocate for governments, GFOA
hasalsobeeninvolved in working to
promote best practices in the public
procurement for ERP software. The
history of one project often helps
inform necessary changestothe
statement of work to protect the next
government from a similar fate.
Thereisnodoubtthat ERP projects
canbe difficultand risky endeavors.
There should also be no doubt that
vendors and governments should split
certainrisks on these projects. Where
appropriate, governments can even
compensate vendors for taking on
additional risks. What doesn’t work and
should be clearly labeled as red flags for
finance officers, procurement officials,
and governmentleaders are the one-
sided predicaments that governments
canfind themselvesin. Over the
lastfew years, GFOA has observed a
significantshiftin some standard
terms and some egregious examples
of one-sided contracting practices.
Thisarticle providesrecommendations
for governments enteringinto ERP
agreements or statements of work,
toprotecttheirinterests and work to
level the playing field. The article also
attempts to highlight what tolook out
for. Inmany cases, negotiation of these
terms starts with setting appropriate
expectationsin the RFP and properly
evaluating (and not short-listing)
vendors who attempt to remove
these simple and fair safeguards.

What doesn’t work and should be clearly labeled as red flags
for finance officers, procurement officials, and government
leaders are the one-sided predicaments that governments

can find themselves in.

Despite what some vendors may claim,
GFOA still believes that major ERP
software and implementation should
be awarded through competitive
RFPs. The RFP process provides an
opportunity to set clear expectations
for the project; define goals, scope, and
requirements; evaluate proposals and
consider the strengths and weaknesses
of each; evaluaterisks; and properly vet
potential firms. Yes, the RFP process
used for ERP projects should be different
than a standard bidding process used
to purchase bulk commodities, and
yes, the final contract may need to
incorporate special provisions not found
inagovernment’s standard template.
But governments also shouldn't feel that
they’re sacrificing their own standards
or values in moving forward just to sign
acontract with their preferred firm.
Below are ten simple contract
expectations thatall governments
should have, goinginto their ERP
projects, and warnings about other
less-than-fair contract termsthat
governments are very likely tobe
confronted with during negotiations.

1.Includerequirementsin the
agreement. Including requirements
inan RFP thatdefines scopeisnot
anew idea. This hasbeenacore
GFOArequirement for ERP projects

for 20 years. And requirements are

not specific to ERP projects alone.
Accordingto the National Institute for
Governmental Procurement’s global
best practice document on RFPs, the
scope of workin an RFP should include
requirements. When used correctly,
requirements define the scope of the
project, provide a method for comparing
features and functions from various
vendors, serve as a checklist for project
acceptance, and provide a baseline for
the professional services warranty.

Generally, vendors don'thave anissue
withresponding to therequirementsin
RFPs. Theirresponse communicates
the capabilities of their software and
confirms the scope of implementation.
Requirements also communicate the
scope for pricing unique aspects of
the projectlike interfaces, complex
configurationrules, or extended features
toinclude in scope and price. When
vendors present aninitial statement of
work, however, it rarely references those
same requirements that were the basis for
their RFPresponse. Withoutrequirements
in the contract, thereisnoway to hold
vendors accountable for the promises
made during the procurement process.
Thereisalsonodefinition of the scope
and no acceptance criteria for the project.

GFOA has experience with vendors
resisting the inclusion of requirements
foravariety ofreasons. It's true that
requirements are not specific to the
selected ERP system. They shouldn't
be. Requirements should define what
the system needs to do, not how it goes
aboutit. And yes, the original wording
of some requirements may be vague or
unclear. When the statement of workis
being developed is a great time to clarify
thoserequirements, noteliminate all
requirements.

Also, youshould recognize that
requirements may change during the
project. All plans can change as more
information is discovered, and when
that occurs, it's acceptable to modify
requirements and mutually agree
with the vendor on the revised scope.
Ifrequirements are added, additional
costs may apply. If requirements are
removed, discounts may be appropriate.
Including requirementsin the contract
and insisting that the vendor warrant the
implementation of these requirements
isthe only way to equate outcomes for
the project with the price. With any
fixed-fee contract (and all ERP projects
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should be done as fixed-fee contracts),
requirements are an essential part

of defining scope, and they set the
baseline for requirements traceability
and acceptance during the project.

2. Avoid statements that conflict with
requirements. [frequirements are
included in the scope, they should be
the definitive scope for the project. If
requirements call for an interface to
atime entry system, configuration
of purchase requisition workflow, or
development of a published budget
document, the scope of the project
should include all tasks, effort, and
coststoachieve those requirements.
Governments should clearly be able to
trace allrequirements through milestone
sign offs, and ultimately, the sign off
on the entire project should be based
on satisfaction of the requirements.
GFOA hasnoticed an alarming trend
with ERP contracts over the past few
years. Vendors have begun inserting
limits to the scope or configuration caps
that conflict with their responses to
therequirements. Using my previous
example, the vendor will state thateach
requirement will be met; however, the
“small print” of the statement of work
will also state that the statement of work
assumes no interfaces that don’'t conform
to pre-established templates, workflow
may only include one level of approval,
orreportdevelopmentislimited to
asetnumber of hours. Each of these
conditions on the scope runs the risk
of leaving the government without the
requirement being satisfied, but
alsowith avendor thatfeelslikeithas
met the obligation of the agreement.
More concerning, GFOA has witnessed
select vendors attempting to qualify
their entire configuration effort with
hundreds of conditions that very vaguely
and arbitrarily define configuration
limitsin the system. Most RFPs will set
expectations thatthe required solutions
fully deploy the software to meet
businessneedsin avariety of functional
requirements, further defined by specific
functional requirements. Conditions
inserted into a statement of work by
selectvendors, like those listed in
Exhibit 1, limit configurations for items
like: security groups, compensation

rules, pay types, leave rules, locations,
business units, calendars, and more.
It'simpossible for a government to
comprehend if the maximum quantity
listed is sufficient. Almostall of these
caps are based on terminology used
within the system and for which the
government has verylimited knowledge
of. Second, all of them have the potential
to conflict with requirements. Third,
the quantities are either set without
knowledge of unique aspects of the
scope, or they're entirely based on the
vendor’s assumptions, which, again,
isimpossible for the government
toverify, and the only assurance is
often the vendor saying “trust me.”

The only purpose of such scope-
limiting tablesis toreduce the level
of effort from the vendor and creates
significant risk for change orders. Even
more problematic is thatifa government
doesn't come close to the configuration
limit for certain categories, the price
won'tbe reduced; however, if the cap
isthen exceeded on others, thereisa
potential for the price to be increased.
Inreality, adding these scope tables
significantly changes the actual scope
of the projectand in GFOA's view has the
potential to make the vendor’s proposal

(and contract) non-responsive to the RFP.

3. Require traceability and system
acceptance based on meeting
requirements. Governments can
spend a significant amount of time
developing requirements thatlay out
what the new system willneed to be
configured todo across functional
areas (accounting, project accounting,
procurement, accounts payable, capital
assets, human resources, payroll, and
more). Vendors then provide a fixed
price formeeting all those requirements.
So, how is it possible for projects to
golive (on-budget), but still fail to
implement major sections of the scope?
Ifthe statement of work doesn't
require a process for requirements
traceability or system acceptance
based onrequirements, it's easy to see
how the scope can be redefined or the
finish line that defines success for the
project moved. For example, before
going to the grocery store, Imake a list
of theitems thatIneed to make dinner.

For thisexample, let'sassume thatI'm
making pasta and need noodles, sauce,
and garlic bread. WhenIgo to the store,
Ibring my list to make sure thatIdon't
forgetto purchase any of the items. When
Icheckout, I'm charged for the noodles,
sauce, and garlicbread, and Igeta
receipt showing thatI paid for eachitem.
WhenIgethome,Icanverify thatIhave
eachitem. Thisis what should happen
with ERPrequirements traceability. I
malke thelist (requirements). I bring the
list to the store and check offitems as1
putthem in my cart (traceability). I then
receive areceipt showingI paid forand
received the items (system acceptance).
Now, if for some reason, Ididn’tend

up getting the garlicbread, I shouldn't
have to pay for the garlic bread. Thisis
common sense. Unfortunately, that's
notthe experience of ERP projects.

EXAMPLE OF SCOPE LIMITATIONS

If the level of effort necessary to configure
the system is significantly increased
because of government decisions that
require any of the following quantities
listed in the table below to be exceeded,

a change order may be required. (Note:
This list extracts elements to provide an
example of scope limitations. The actual
table often contains hundreds of items
and can extend for 30 pages or more.)

Legal entity 1
Supervisory organization hierarchy 1
Cost center 200
Business units 20
Allocation rules

Asset books

Invoice templates

Project accounting templates
Unions

Bargaining units

o o N o1 NN O

Pay groups
Job profiles 250
Job families 100
Salary plans 1
Hourly plans

Allowance plans

Accruals plans
Management levels

Modified workflows
Security profiles — easy
Security profiles — moderate

g o NN o= =
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Without requirements in the contract, there is no way to
hold vendors accountable for the promises made during
the procurement process. There is also no definition of the
scope and no acceptance criteria for the project.

Without clearrequirements
traceability, ERP vendors are able to
change the definition of project success
from satisfying therequirements to
simply goinglive and using the system.
Goingback to our example, this would
be the same as the store charging
you for all three items because you
completed the trip to the store. While
the price was based on getting the three
items, the governmentis forced to pay
for the “trip” regardless of how many
items actually made ithome.

When projects often runinto
challenges, vendors will propose
delaying functionality, removing
functionality from scope, or simply not
getaround to configuring all that was
promised. Atthe same time, milestone
payments are rarely reduced to account
for the gapsin what was delivered.

To prevent this, governments should
insist onrequirements traceability as
part of the design process to make sure
thatallrequirements areincludedin

the plan for the system and that the
system acceptance process validates
requirementsatboth goliveand a
period after golive. Final payment
should then be based on this postlive
validation, which is often referred toas
project close out or final acceptance.

4. Resist urges to “accept” incomplete
milestones. It may seem unnecessary
to say that you should only sign off on
milestones that are complete, but this
hasbeen anissue on past ERP projects.
The purpose of an acceptance process is
to provide a quality assurance function
to verify that contractrequirements
aremet. Signing off on milestones
isvalidation that work has been
performed that meetsrequirements.
Italsooften triggers paymentsina
milestone-based contract.

When projects get off track, GFOA has
witnessed vendors putting pressure
on governments or individual project
managers to sign off on incomplete

milestones that will enable the project
tomove forward. They can recommend
signing off “while noting exceptions,”
which defeats the whole point of the
sign off process and often quickly leads
to bigger problems. In some cases,
vendors have also used this against
governments to support their case

for change orders when governments
later request additional work to resolve
issues. For example, if design isnot
properly signed off on, the project
should not proceed to configuration

or testing while these lingeringissues
exist—or the governmentrisks a change
order tolater modify that configuration.
ERP projects should have clear
expectations for sign offs, and sign

off shouldn'thappen untileach issue
ismet. Finalacceptance shouldn'tbe
granted untilallrequirements for sign
offaremet.

5. Set clear expectations for
deliverables. Within an ERP project,
“deliverables” are the work products
the project team provides outside of the
system. These work products are often
used for quality assurance purposes

or to organize the overall project

effort, and they can include project
plans, design documents, business
process recommendations, test scripts,
training materials, and more.

Since deliverables have animportant
quality assurancerole, acceptance
criteriamustbe setfor each deliverable.
For example, the statement of work
should clearly define the scope, format,
and purpose of each deliverable, along
with roles and responsibilities for
creatingit. GFOA uses a template called
adeliverable expectation document to
setthese expectations for deliverable
acceptance. Itisalsoagood practice
to meet with your consultants before
working on a deliverable to discuss
expectations for producing the
deliverable and how it will be used.

6. Beware of statement of work
assumptions or statements that
suggest future change orders.
Contractual agreement and more
specifically the statement of work for
an ERP project defines theroles and
responsibilities of the government and
vendor. ERP projects are ultimately
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collaborative efforts, with both parties
contributing resources and completing
tasks. GFOA considers the inclusion of
statement of work assumptions to be
highly problematic. These are often
listed at the end of the document and
provide overarching statements that
conflictand offer broad statements that
are often one-sided and lack any logical
nextstepsifnotmet. For example, if
the statement of workrequires that

the government provide a full-time
project manager, the expectationis
clear. If therequirementis notmet, the
statement of work provides aremedy
process that may include discussion at
steering committee meetings, dispute
resolution, and the opportunity to
cure. Butif the statement of work states
anassumption that the government
will provide a full-time project
manager, what happensifit doesn't?

Ifthe entire proposal was based
on thisassumption, isthe vendor
relieved from all their contractual
obligations? Often, assumptions are
notasclearly defined as my example
and caninclude itemslike assuming
adequate staffing, timely reviews,
staffing key positions with consistent
and skilled employees, or other vague
concepts—any of which could unravel
the entire statement of workif not met.

Evenifvendorsdon't take the
position thatan unmetassumption
willrelieve their own contractual
requirements, itis almost always
included as an opportunity to
initiate a change order. For example,
assumptions toimplement “a vendor's
bestpractices” is problematic
because thislanguage is extremely
vague and potentially conflicts with
statutory requirements, public-
sector best practices, or other current
requirements (like bargained
memorandums of understanding).

To GFOA’s knowledge, no vendor has
defined a clear set of best practices
thatanyone in government would
actually describe as a set of best
practices, so what this actually means
isopentointerpretation and debate
later. While there isnothing wrong
with goinginto a project with the
expectation of using a system asit
was designed, this may not be possible

As a general rule of fairness, governments should insist
that requirements and contractual provisions apply equally
to both the government and the vendor.

forall functions—especially if the
system haslimitations. An assumption
like thatis simply an invitation for
change orders for any unexpected
complexity. In general, the entire
statement of work should be carefully
reviewed for suggestions of future
change orders or vague expectations.
Another potential risk of increased
feesisrelated to thelimitedlicense
that vendors provide to use the ERP
software. Most vendors have moved to
an enterprise model for ERP software
subscription costs, which are then
based on ametric. For example,
annual costs are established based on
number of employees (not number of
users). The RFP governments release
should provide basic information
about the organization and list
howmany employeesithas.
Butemployees can be counted in
different ways. Governments often
express employee counts as full-time
equivalents, headcount, W2s processed,
or as counts of full-time, part-time,
and seasonal employees. Based on the
definition selected, numbers can also
be different. And vendors often have
their own, much different definition
of an “employee” for purposes of
calculatinglicense costs. For example,
vendors can include contractors,
volunteers, retirees, orindividuals
paid very infrequently (like jurors or
election poll workers). Governments
need to be clear about the definition
of an employee or similar metric used
in the contract to avoid a scenario
whereitfindsitself out of compliance
and owing huge expansion feesin
subsequent years of its license contract.

7.Setrealistic timelines. One driver
for ERPimplementation costis the
length of the project. For example,
anine-month phase will generally
require fewer vendor resource hours
than a 14-month project. While the

level of effort for some resources would
beunchanged regardless of length,
thatis not the case for all projects. For
example, project management fees will
almost always be more the longer the
project. If not managed correctly, this
creates anincentive for the vendor to
propose overly aggressive timelines
thatare based on avery favorable set
of assumptions and consideration

only for ERP system configuration
tasks—and to then protect themselves
againstriskofnotmeeting the
unrealistic schedule by requiring
change orders for any extension.

ERP projects often involve more
than system configuration tasks and,
when done correctly, involve process
change, policy refinement, user
training, or even considerations for
change management—all of which takes
time. Governments need to properly
plan and setrealistic timelines for
accomplishing their goals and project
requirements, rather than simply go
live on the most basic system functions.
Governments should also avoid
establishing project management fees
asmonthly charges and instead define
project management costs for the entire
project. Thishelps provide for a more
honest estimate of schedule initially.

8. Insist on consistent staffing from
key resources. Vendors often take the
position that they musthave complete
flexibility onresources assigned

to the project. GFOA completely
disagrees. Project continuity should be
maintained, and governments should
seek contractual protections barring
vendors from swapping resources.
Without such protections there are two
types of project team changes that can
cause disruption on a project. First,
vendors will have amore experienced
consultant conduct analysis meetings
and develop configuration designs or
recommendations. Thatresource is
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then swapped out during configuration
activities. This can be especially
problematic when the two consultants
don'tagree on the best strategy or where
neither hasfull understanding of actual
requirements or current environment.
Second, vendors want freedom to
shift consultants to other projects.
While there is generally nothing that
canbe done for project team changes
resulting from reasons outside of the
vendor’s control, like a consultant
leaving the firm, going on medical
leave, or experiencing changesin their
family situation thatmay limit travel,
vendors shouldn't be able to swap
outresources and redeploy athigher
profile or more profitable projects.
Anychangein the project team
isdisruptive and willrequire an
onboarding process for the new
resource and additional effort by the
government to build relationships and
transfer knowledge to the new resource.
Not only does this add significant
risk, butitalso adds cost to the project
and delays tothe timeline. GFOA
recommends contractlanguage that
does notallow for project team changes
withoutapproval of the governmentand
without the vendor compensating the
government for any additional costs.

9. Define the role of the project
manager. The vendor’s project manager
servesacritical role on the project, so
the statement of work should clearly
define thatrole and how it provides
value for the entire project. GFOA
cautions governments against vendor
project managers who interpret their
role as protecting the interests of the
vendor. Thatrole should be more than
scheduling resources, collecting sign
off, and communicating change orders.
The tasks of an effective vendor project
manager should include developing and
maintaining a project plan, managing
anissueslist, drafting statusreports,
proactively managingrisks, taking
alead with project communications,
and buildingrelationships with

team members. The project manager
canalsoserve animportant quality
assurance function by ensuring that
deliverables meet acceptance criteria
before the governmentreviews them.

In addition, project managers serve
animportantroleincoordinating
the activities of the entire team
and working to ensure proper
communication between consultants.
One ofthe most frustrating
experiences on an ERP projectis
when two consultants disagree with
each other or point fingers, claiming
that they don't have knowledge of
another module. ERP systems are not
designed tobe siloed, and ERP project
teams should not actas though they
performin asilo. An effective project
manager can help reduce the riskand
ensure a project culture focused on
collaboration and problem solving.

10. Make the statement of work
reciprocal. Asa generalrule of
fairness, governments should insist
thatrequirements and contractual
provisions apply equally to both the
government and the vendor. In GFOA's
experience assisting with contract
negotiations, itis surprising how often
thatsuggestionis met with resistance.
Forexample, standard vendor
contracts explicitly call for increased
feesif agovernment causes the project
to be delayed, but they include no

offer of reduced fees or penaltiesif the
vendor delays the project. Similarly,
one vendor insists on penalty language
ifmeetings are cancelled by the
government, but no such protection if
meetings are cancelled by the vendor.
Surprisingly, vendor agreements
sometimes include non-solicitation
language to prevent a government
from hiring a consultant, butno
reciprocallanguage if the vendor hires
agovernment staff member, despite
this being far more common—and more
detrimental to the party losing the
employee. GFOA has also witnessed
vendors insist that governments
adhere to vendor security standards
thatare undefined or have potential
tochange, while nomore than five
minuteslater claiming they can'tdo
the same for agovernment'’s security
protocols without fully vetting them
in advance. Where possible, and where
the vendoris using certain statement
of work or contract terms to open the
door for change orders or increased

payments, those provisions should be
made to apply equally to both parties.

We've all heard that “insanityis
doingthe same thing over and over
again and expecting a different
result.” We know that government
ERP projectsdon'thave the best track
record for success. We also know that
when ERP projects face challenges,
vendors often have significantly more
leverage toimpose change orders and
increased fees, which attimes can
benearorequal theinitial cost of the
project. While ERP horror stories that
feature cost overruns of 300 percent
ormore arerare, they do exist. Forall
projects, the nature of the relationship
between the governmentand its ERP
vendor will putthe governmentata
disadvantage. It'safactthat while the
vendor primarily risks money and
itsreputation, the governmentrisks
the same along with far greater risks
associated with business continuity.
Tohelplevel the playing field
somewhat, governments should not
continue accepting these one-sided,
vendor-developed contract terms.

None of the suggestions made in
thisarticle are new, and vendors have
proven they can be profitable and
successful when fair protections are
in place. In some cases, select vendors
even welcome these protectionsasa
way of demonstrating sound project
controls and developing a mutually
beneficial partnership. But our recent
experience shows thatis far from
being the norm. GFOA would caution
governments that experience difficult
negotiations with vendors thatare
unwilling to meetin the middle or
thatinsist on poorly worded or one-
sided contract templates to consider
what it’slike working with that vendor
later and facing similar negotiations
over costly change orders while you
have evenlessleverage than youdo
now, before the project starts. 4

Mike Mucha is deputy executive
director for GFOA and director of GFOA's
Research and Consulting Center.
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